
 
 

2 Methods of Reviewing Digitally Signed/Sealed Documents. 

 

Method 1: Manual review of individual documents*. 
* Requires only a one-time configuration of Adobe to trust 
Notarius issued digital signatures (all 19000 subscribers). See 
Adobe configuration document.  Free Validation Service. 

Sample document 
  



 
 

Sample document: click on  icon. 
  



 
 

Sample document: View signature  panel. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  



 

 

Method 2: Validate using ConsignO Desktop (Free unlimited 
installation with one paid subscription of CertifiO) 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

*This document has been digitally signed. Please verify with Adobe Reader or ConsignO Cloud. 
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STEP 1 Open a signed document 
in Adobe STEP 2 Select “Signature tab”


How to configure 
Adobe Acrobat (Windows/Mac) 
TO VALIDATE SIGNATURES


STEP 3 Expand signature 
section “Rev 1:…” STEP 4


STEP 5 STEP 6 Select tab “Trust”
On the left-hand side, 
select “CENTRE DE CERTIFICATION 
DU QUÉBEC”


Go to “Signature Details section”, 
expand section and click on 
“Certificate Details”


CENTRE DE CERTIFICATION







STEP 7 In Trust Settings, 
click “Add to Trusted Certificates” STEP 8 When prompted, click “OK”


STEP 9
Select option “Use this 
certificate as a trusted root”
and “Certified documents”


STEP 11
Your software is now configured to verify the validity 
of digital signatures issued by Notarius.


STEP 10 Close and re-open Adobe


For more information
notarius.com         1 888 588-0011         info@notarius.com
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